# Risk Management

Plans to monitor the risks:

Testing at every phase of development as an end user.

Trying few techniques to check if the passwords of test data are getting compromised or not.

Reevaluation of risks:

After fixing the bugs that occurred at the end of every phase, we will be re-evaluating them before starting new phase.

Contingency plans for the risks:

We do the testing considering every possible scenarios(risks) that could occur.

Risks that might occur:

1. Simultaneous Bookings:

If more than one user tries to book or cancel at the same time, the availability of rooms may not get updated properly.

1. Security issues:

Commonly used passwords might get compromised. Common passwords could just be their usernames.

1. Payment Failures:

Network outages

The above risks will be taken into consideration and handled in further phases.